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Visitor Wireless Configuration for 
Windows Vista 

Introduction 

Before being able to use the ITS Visitor 
Wireless network, you must configure your 
computer to access the system. A fully 
compliant ‘Wireless MS Windows’ machine 
should have all the necessary software and 
hardware already installed to achieve this task.  

A list of Wireless Access Points can be found at 
the following location: 

http://www.dur.ac.uk/its/services/network/ 
mobile/availability/ 

How to configure 

Right click on the wireless icon on your task bar 
(two computer screens, one behind the other) 
and select Connect to a network 

 

You will now see which networks are within 
range, select Durham Web Authentication 
Unsecured Network and click Connect.  

 

You will be informed that the Durham Web 
Authentication is an unsecured network, select 
Connect Anyway, place a tick in the box to Save 
this network automatically and click Close.  

Start your web browser and you will be directed 
to the Web Authentication page, enter your 
supplied Username and Password and click 
Login. 

 

Your browser will then display a message 
stating that there is a problem with the website’s 
security certificate. Click Continue to this 
website (not recommended).  

You are now connected to the Durham 
University Wireless Service; please see the 
following webpage to ensure your browser is 
configured correctly. 

http://www.dur.ac.uk/its/services/web/ 
browsers/cache 

Please note: This connection is a non 
encrypted wireless service; as such data may 
be exposed to third parties. It is your 
responsibility to ensure that any sensitive or 
confidential information is given adequate 
protection whilst using this wireless service. 
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Visitor Wireless Configuration for 
Windows XP 

Introduction 

Before being able to use the ITS Visitor 
Wireless network, you must configure your 
computer to access the system. A fully 
compliant ‘Wireless MS Windows’ machine 
should have all the necessary software and 
hardware already installed to achieve this task. 
Further information on the ITS wireless service 
can be found a the following location: 

http://www.dur.ac.uk/its/services/network/ 
mobile/wireless/ 

How to configure 

Right click on the wireless icon on your task bar 
and select View Available Wireless Networks. 

 

You will now see which wireless networks are 
within range, select Durham Web 
Authentication Unsecured Network and click 
on the Connect button.  

 

You will be informed that the Durham Web 
Authentication is an unsecured network, select 
Connect Anyway.  

Start your web browser and you will be directed 
to the Web Authentication page, enter your 
supplied Username and Password and click 
Login. 

 

You will be prompted with a Security Alert 
window stating that there is a problem with the 
website’s security certificate. Click Yes.  

You are now connected to the Durham 
University Wireless Service; please see the 
following webpage to ensure your browser is 
configured correctly. 

http://www.dur.ac.uk/its/services/web/ 
browsers/cache 

Please note: This connection is a non 
encrypted wireless service; as such data may 
be exposed to third parties. It is your 
responsibility to ensure that any sensitive or 
confidential information is given adequate 
protection whilst using this wireless service. 
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Visitor Wireless Configuration  
for Mac OS X Tiger 

Introduction 

Before being able to use the ITS Visitor 
Wireless network, you must configure your 
computer to access the system. A fully 
compliant wireless Apple machine running OS X 
Tiger has all the necessary software and 
hardware already installed to achieve this task.  

A list of Wireless Access Points can be found at 
the following location: 

http://www.dur.ac.uk/its/services/network/ 
mobile/availability/ 

 
How to configure 
 
1. Open Internet Connect, this can be found 

in the Applications folder.  
2. Click on the AirPort button. 
3a. Select Durham Web Authentication from 

the Network dropdown box.  
3b. If Durham Web Authentication is not 

available then select Other from the 
Network dropdown box. In the dialogue box 
select Durham Web Authentication from 
the Network Name dropdown box then click 
Ok. 

 

 
 
4. Close Internet Connect. 
5. Start Safari and you will be directed to the 

Web Authentication page, enter your 
supplied Username and Password and click 
Login 

 

 
 
Your browser will them display a message 
stating that there is a problem with the website’s 
security certificate. Click Continue, your 
machine is now connected.  
 
You are now connected to the Durham 
University Wireless; please see the following 
webpage to ensure your browser is configured 
correctly. 
 
http://www.dur.ac.uk/its/services/macsuppor
t/guides/network/ 
 
Please note: This connection is a non 
encrypted wireless service; as such data may 
be exposed to third parties. It is your 
responsibility to ensure that any sensitive or 
confidential information is given adequate 
protection whilst using this wireless service. 
 
Access to services via this connection will be 
restricted to web access and ssh only.  
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Visitor Wireless Configuration  
for Mac OS X Leopard 

Introduction 

Before being able to use the ITS Visitor 
Wireless network, you must configure your 
computer to access the system. A fully 
compliant wireless Apple machine running OS X 
Leopard has all the necessary software and 
hardware already installed to achieve this task.  

A list of Wireless Access Points can be found at 
the following location: 

http://www.dur.ac.uk/its/services/network/ 
mobile/availability/ 

 
How to configure 
 
1. Select System Preferences from the Apple 

menu. 
2. Select Network from the Internet & Network 

section. 
3a. With AirPort selected from the network 

adapter list select Durham Web 
Authentication from the Network Name 
dropdown box then click Apply 

 

 
 
3b. If Durham Web Authentication is not 

available then select Join Other Network 
from the Network Name dropdown box. At 
the dialogue box select Show Networks, 
your computer will scan for available 
wireless networks, select Durham Web 
Authentication and then click Join. 

 
 

 
 
4. Start Safari and you will be directed to the 

Web Authentication page, enter your 
supplied Username and Password and click 
Login 

 

 
 
Your browser will them display a message 
stating that there is a problem with the website’s 
security certificate. Click Continue, your 
machine is now connected.  
 
You are now connected to the Durham 
University Wireless; please see the following 
webpage to ensure your browser is configured 
correctly. 
 
http://www.dur.ac.uk/its/services/macsuppor
t/guides/network/ 
 
Please note: This connection is a non 
encrypted wireless service; as such data may 
be exposed to third parties. It is your 
responsibility to ensure that any sensitive or 
confidential information is given adequate 
protection whilst using this wireless service. 
 
Access to services via this connection will be 
restricted to web access and ssh only.  




